
More compromised data means more risk
According to the SpyCloud 2024 Annual Identity Exposure Report,

the government sector is at high risk of cyber threats and attacks due to an 

increase in stolen data exposed on the dark web.
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Government employees are just as guilty 

as their commercial sector peers of using 

easy-to-guess passwords. The most 

common passwords associated with 

.gov emails were:

password
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123456
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LEARN MORE

Connect with us to see how SpyCloud delivers 
cyber mission impact with the largest source 
of global identity intelligence data:
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54%
All-time .gov reuse rate – 
meaning users aren’t just 

reusing older passwords, but 
are potentially using 

exposed passwords from 
as far back as 2016

https://spycloud.com/contact-us/

